Action

Keep software up-to-date
Local backup

Router firewall

DNS protection

Cloud/Friend backup

Local data encryption
Multifactor account authentication
Save old software installs
Virtual Private Network

Social media circumspection
Cover camera, microphone
PC firewall

Software updates

Browser settings, addons
Erase data before discarding
Phishing awareness

Uninstall old software
Uninterruptable Power Supply
Short key time

HTTPS/SFTP (ecrypted communications)

Long unique recorded passwords
Active antivirus

Antivirus scans (on/off-line)
Beware "Popups"

Alert new/deleted startup programs

Standard Windows User
Threat awareness

Alerts of new wifi devices
Isolate guests & IOT devices
Fire extinguisher
HavelBeenPwned registration

Count

Exposure

Privacy & Loss of Physical Travel Inter- Ability to Power Hardware Web Account

Data Loss function Theft exposure ception Ads Communicate loss Malfunction Loss
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